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Abstract of the contribution: This contribution proposes a solution on overall description of REAR procedures.
1.
Introduction
This contribution provides a general, phased approach to address the key issues identified in TR 23.733. Three phases are identified (namely authorization, side path connection setup and data transmission).
2.
Discussion

For Release 13 relay service, it is the ProSe Function or the application server who authorizes the Remote UE to access the Relay UE. This is because the relay service is for public safety only, which is based on parameters pre-configuration. However, when it comes to the FS_REAR eRelay service, which is designed also for commercial deployment, it is not possible for the ProSe Function to be aware and pre-configured about whether an eRemote-UE is authorized to access any other eRelay-UE. For example, a customer just buys a new smart-watch and tries to access network via her/his smartphone.
Observation 1: The Release 13 Relay service authorization is not applicable for commercial eRelay service.
It is natural to reuse/enhance the ProSe Function to authorize the eRelay service. For example, the ProSe Function could perform some authorization (i.e., whether an eRemote UE could access network via a specific eRelay UE) before the eRemote-UE actual accessed the eRelay service. However, this would not be sufficient as a misbehaving eRelay-UE could allow access to any eRemote UE without authorization. When later the eRemote-UE tries to access the eRelay service (e.g. at service request or path switch), only the MME would be involved in it, without any interaction with the ProSe Function. The MME would then have to accept any request as it had no information about the eRelay service at all.

Observation 2: The ProSe Function is not suitable for authorizing whether an eRemote UE can be provided eRelay service via a specific eRelay UE. 
In order to provide eRelay service , both the eRelay UE and eRemote UE have to simultaneously request service to the MME. For example, the eRelay UE has to send service request to MME to activate the radio bearer to carry eRemote UE data. The eRemote UE has to send service request to MME to enter CM-CONNECTED. In this case, the MME is an unavoidable entity in the CN.

Proposal 1: The MME is the most suitable entity in core network to control an eRemote-UE to access the network via a specific eRelay.
Following the analysis above, we propose to capture in TR 23.733 the text of Section 3.

3.
Proposal
* * * Start of changes * * * 
Annex
A (informative)
A.0
Combined Solution Description 
This clause is to describe the relationship between solutions of different key issues, to obtain better understand on the existing solution of the linkage of these solutions. 
This solution provides a combined MME control solution description to address key issues 1, 2, 3, 4 and 5. The combined description only describes the linkage between the mentioned solutions. 
The overall solution is split into three phases described in subclause A.2.
A.1
Terminology
Side path: The communication path between eRelay-UE and eRemote-UE when the eRelay service is used. This includes the 3GPP and N3GPP access technologies (i.e., PC5, Bluetooth and WiFi). 
A.2 
Overall procedure for enabling indirect 3GPP communication 

In general, the solution to enable indirect 3GPP connection can be divided into 3 phases (see Figure A.2-1):
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Figure A.2-1: High level phases for authorization, side path connection setup and remote access

Phase 1: Service Authorization and Provisioning
This phase describes the service authorization, given by the ProSe Function, to enable a UE to act as an eRelay-UE and as an eRemote-UE. This phase is supposed to occur rather seldom, e.g., once per one or several month, or until the user subscription changes. After this phase, the eRemote-UE is allowed to search for potential eRelay-UEs for service. This phase is similar to the Service authorisation and provisioning procedures defined in subclause 5.2.1 in TS 23.303[6]. The parameters are identical to 4.5.1.1.2.2 defined in subclause 4.5.2.1.1.2.2 in TS 23.303[6]  
Editor’s Note: It’s FFS whether redefine these parameters are needed for FS_REAR.
Phase 2: Side Path Connection Setup
This phase describes the side path connection setup between an eRemote-UE and a specific eRelay-UE. This phase is supposed to take place more often than phase 1, e.g., once per week. The MME is involved in this phase to authorise the setup of the side path context. After this phase, the eRemote-UE is allowed to use this specific eRelay-UE to access to the network. This phase can be split in three steps (see Figure :
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Figure A.2-2: General steps for side path connection setup
1.
The eRemote UE and eRelay UE discover each other (e.g. using eRelay open discovery defined in clause 6.2.1).

2.
The eRelay UE provides the eRemote UE’s information to CN, in order to create the necessary information (e.g. permission and security information) in the related entities in the CN (e.g. Dynamic Trust relationship establishment defined in 6.1.4). This step can be skipped if the trust relationship is preconfigured in the eRemote UE, eRelay UE and core network beforehand, e.g. for public safety users, or IoT device such as water meters.
3.
The eRemote-UE is then authorized by the core network to use the specific eRelay-UE. The eRemote-UE and the eRelay-UE establish the side path context and use it for later signalling and data transmission (e.g., Authorization for Indirect 3GPP Communication via MME defined in clause 6.1.3).

Phase 3: eRemote-UE access to network via eRelay-UE 
This phase consists of activating indirect 3GPP connection from the eRemote-UE to the network via the eRelay-UE and then exchanging data with the network. Phase 3 has to be executed every time the eRemote-UE has to exchange data with the network via indirect communication. This phase covers 3 different scenarios:

1.
The eRemote UE starts data transmission from CM-IDLE mode (e.g. eRemote UE initiates indirect 3GPP communication procedure in clause 6.x.1);
2.
The eRemote UE continues data transmission in CM-CONNECTED mode due to eRemote-UE mobility. It includes that eRemote UE moves from direct communication to indirect communication, and vice versa;

3.
The eRemote-UE continues data transmission in CM-CONNECTED mode due to eRelay-UE mobility. That is, the eRelay UE moves between cells along with one or more eRemote-UEs. 
* * * End of changes * * * 
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